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Abstract

In the rapidly proliferating digital marketplace, the business model of numerous companies is based on the processing of vast amounts of personal data. The data economy has triggered controversies regarding the intersection between EU competition law and data protection law. This article embarks on a conceptual analysis of “fairness”, and tests the hypothesis that there exist commonalities between the two fields of law. The hypothesis is based on the fact that both competition and data protection law make explicit reference to the concept of fairness in defining infringements, and that EU law in general terms is subordinate to the principle of coherence. The article concludes, however, that although the concept is, to some extent, applied coherently in the two fields, its ability to offer legal certainty for the actors in the digital economy remains limited unless and until the administrative and judicial authorities elaborate its precise contents more fully. A joint elaboration could offer opportunities to move from “deliberate isolation” towards “constructive coherence”.

Introduction

Personal data have become the core asset of many companies operating in the digital marketplace. Business models based on the monetisation of personal data abound, yet from a legal perspective, this emerging digital economy gives rise to difficult controversies. A recent point of culmination is the treatment of personal data at the intersection between EU competition law and data protection law. This article aims to analyse the extent to which the approaches to the treatment of personal data in these fields are, as is often claimed, incompatible, or at least clearly distinct. The assertion is tested through a (counter)
hypothesis that there are, in fact, common and coherent elements between the fields of data protection and competition law. The analysis is conceptual, focusing on the notion of fairness. Fairness could bring under scrutiny also other, interrelated, issue areas of the digital economy. This article is nonetheless devoted to a detailed analysis of the interlinkage between data protection and competition law, as it has received considerably less attention than for example the general relationship between competition law and consumer protection.

The article’s hypothesis concerning the interplay between competition and data protection law is based on the facts that both fields make explicit reference to the concept of fairness in defining infringements and that EU law is in accordance with art.7 TFEU subordinate to the principle of consistency. Consistency has, alongside comprehensiveness and continuity, been conceptualised to constitute coherence. This understanding of coherence leads to a view of the law as a meaningful whole, with mutually supportive and interdependent components. It is a normative and systemic notion where points of law fit together.

To test its hypothesis of coherence, the article will first determine the meaning of fairness in the primary, secondary and case law applicable to these two fields. It will then explore whether there is conceptual coherence on fairness across such findings. Findings of overlaps and coherence in the law and its application across the two fields in support of the hypothesis would indicate that the competition and data protection authorities dealing with the digital sector would be able to base their decision-making practices on a more elaborate, common pool of understanding. The article concludes, however, that although there are aspects of coherence in how fairness features in the substantive competition law and data protection provisions, the concept’s ability to offer legal certainty for the actors in the digital economy remains limited unless and until the administrative and judicial authorities elaborate its precise contents more fully. Suggestions on how such elaboration could take place in a mutually accessible and beneficial manner are provided in the concluding section.

Data processing in two-sided markets

The analysis in this article concerns markets in which personal data form a key business asset. Companies operating in these markets, such as Facebook and Google, employ a business model that in economic terms can be defined as “two-sided”. The theory on two-sided markets was formulated in the seminal article of Rochet and Tirole, and has been subsequently developed further by these and a number of other


EDPS, “Opinion 8/2016 on coherent enforcement of fundamental rights in the age of big data” (23 September 2016), p.8. Fairness, as noted by the EDPS, is a fundamental criterion for lawful trading practices in consumer protection law, which is therefore, next to EU competition and data protection law, a component of a legal triangle applicable to the data economy.


authors. Their definition provides that a “market with network externalities is a two-sided market if platforms can effectively cross-subsidise between different categories of end users that are parties to a transaction.” The creation of benefits and the market structure is therefore based on positive indirect network effects, whereby the users on at least one side of the market benefit from an effect similar to economies of scale. Such network externalities emerge when “the value obtained by one group of customers increases with the number of customers of the other group”. For example, the more users there are in a mobile operating system, the more demand there is to develop applications for that system, and vice versa. To function, a two-sided market thus needs to have both sides “on board”.

As Koops has noted, business models that generate revenue from user-data-based profiling and advertising are the most prominent two-sided strategies in the online context. In an advertising-based business model, personal data are first collected by companies on the consumer market side, subsequently used to create comprehensive profiles of digital consumers, and finally monetised on the advertising market side. In order to attract a large number of consumers whose profiles to monetise, digital users are usually offered a service or a product for free. Hence, the transactions in digital settings can be conceived as occurring in exchange for personal data. From the viewpoint of the companies, the price strategies in such two-sided settings can be characterised as being of a “divide-and-conquer” nature, “subsidizing the participation on one side (divide) and recovering the loss on the other side (conquer)”. The accumulation of personal data, which may be symptomatic of the companies’ market power and their ability to expand, raises questions about competition in the market in question. The concerns have concretised in the context of merger control, in challenges against companies managing substantial amounts of personal data. A prime example is the Facebook/WhatsApp case, which related to the impacts of the merger between the two companies in strengthening the position of Facebook in the online advertising market. Additionally, the investigation of Facebook’s practices by the German Federal Cartel Office (Bundeskartellamt) in the context of abuse of dominance further demonstrates the emerging relevance of data protection-related concerns in the competition law analysis.

The focus in this contribution is on art.102 TFEU, which relates to the unilateral behaviour of companies in a position of economic strength. The key passages of art.102(a) stipulate that a prohibited abuse of a

---


10 See OECD, Exploring the Economics of Personal Data: A Survey of Methodologies for Measuring Monetary Value (2013), p.10. The report specifies that the identified four-step “personal data value chain” consists of collection and access, storage and aggregation, analysis and distribution and use of data.


13 Case COMP/M.7217—Facebook/WhatsApp [2014] OJ C7239 at [167]. According to two possible theories of harm, the position of Facebook could be strengthened by “(i) introducing advertising on WhatsApp, and/or (ii) using WhatsApp as a potential source of user data for the purpose of improving the targeting of Facebook’s advertising activities outside WhatsApp”.

dominant position may consist of “directly or indirectly imposing unfair purchase or selling prices or other unfair trading conditions”.

In the light of what was explained above, personal data are an intrinsic part of prices and trading conditions more generally speaking in the two-sided digital marketplace. The accumulation of personal data leads also to concerns relating to privacy and the use of such data for unwarranted purposes. Under EU law, the collection and processing of personal data are subject to strict conditions. Market operators who collect and manage personal information must comply with all the data protection principles and respect a set of rights of data subjects. Article 8 of the EU Charter on Fundamental Rights (the Charter), which has the same legal value as the Treaties, stipulates that personal data “must be processed fairly for specified purposes and on the basis of the consent of the person concerned or some other legitimate basis laid down by law”. Article 8 expands the protection offered by the Charter’s art.7, which establishes the right to privacy. Additionally, art.6 of the Data Protection Directive and art.5 of the new General Data Protection Regulation (the GDPR) set the requirement on the Member States to ensure that personal data is processed fairly and lawfully.

Focus on the concept of fairness

Methodologically, this article uses an analytical positivist backdrop to its exploration of the point of intersection between EU competition and data protection law. The analysis focuses on the concept of fairness. Analytical positivists understand concepts as linguistic devices for effective communication on legal matters. There are no “correct” definitions or meanings for legal concepts. Their definitions are, rather, functional and case-dependent, and help in revealing potential teleological differences between actors, sectors, policy choices or normative systems. Applied through a single common concept, analytical positivism thus can direct the research to the underlying differences in the economic and non-economic ends of action on personal data across two fields of law. This kind of deconstruction of personal data can be useful in refining the complex relationships between competition law and data protection.

Reflecting the principle of coherence of EU law, fairness as a concept common to two fields of EU law can as a starting point be assumed to display similar meanings. This assumption needs, however, to be carefully subjected to potential sources of divergence. In particular, the divergence of legal concepts in EU law that relates to their grounding in dissimilar national legal cultures and linguistic settings has received substantial scholarly attention. The concept of fairness certainly does not escape such cultural divergences, and indeed the conclusions of the present analysis reflect such divergences. At the same time

15 Emphasis added.
17 Article 6(1) TEU.
18 Emphasis added.
these kinds of divergences are methodologically mitigated by the delimitation of the analysis to English language texts of EU primary and secondary law and CJEU jurisprudence. The national data protection and competition law provisions, the transposition of EU law to national law, as well as the respective authorities’ decision-making practices, are taken into account in this article only to a limited extent.

Besides limiting the analysis to the Union layer of the EU’s multi-level governance system, potential divergences in the conceptual interpretations of fairness are also reduced by focusing on a single empirical context: the modern digital market and its consumers. This reflects the analytical positivist undertones of scrutinising legal concepts through their practical implementation, not in the abstract. Further, as the flexible concept of fairness can be found in varying legal occurrences, with potentially “different meanings in different contexts”, the above methodological measures are applied to reduce the divergence adequately for the purposes of the proposed conceptual analysis.

Fairness is a part of the value basis of the European societal model and has been defined in that context as “free of bias or prejudice” and “impartial, just and equitable”. As such, it is an essential element of the European society based on the rule of law, and underpins democracy, equality and justice of art.2 TEU. It would appear logical that these intellectual underpinnings of fairness in both fields bear similarity.

As the previous section illustrated, the notion of fairness figures prominently in the central legal provisions, be they accumulated personal data assessed from the viewpoint of EU competition or data protection law. In fact, as the analysis will demonstrate, fairness can be classified on a general level as an objective in both fields of law. This potential conceptual commonality over fairness appears intriguing in light of the controversies that have arisen as regards the points of intersection between EU competition law and data protection rules.

Data protection advocates suggest that the adequacy of traditional competition frameworks of analysis may need to be revisited in view of the increasing value of personal data to digital companies. The EDPS has issued in this context two opinions highlighting the synergies between the legal frameworks for data protection, competition and consumers. Competition law circles appear more reluctant to accept such an idea, and tend to reject possible interlinkages between the two areas of law. According to Ohlhausen and Okuliar, for example, combining the two could lead to “confusion and doctrinal issues in antitrust”. The European Commission has asserted in the Facebook/WhatsApp decision that any privacy related concerns “do not fall within the scope of the EU competition law rules but within the scope of the EU data protection rules”. Although the Commission restated this tenet in the context of Microsoft’s acquisition of LinkedIn, it also acknowledged that privacy related concerns,

“can be taken into account in the competition assessment to the extent that consumers see it as a significant factor of quality, and the merging parties compete with each other on this factor.”

The topic has also spurred interest of national competition authorities, which has resulted in the recent publication of a joint study by the French Competition Authority (Autorité de la concurrence) and the German Federal Cartel Office (Bundeskartellamt) assessing possible competition law issues related to the possession and use of data.\textsuperscript{31} In their view, requirements from other bodies of law can be considered, at least as context, when conducting a competition law assessment.\textsuperscript{32}

The debate can be seen as a part of the more general discussion about defining the objectives of law in pluralistic societies, where numerous societal values are promoted in parallel. Should the objectives of each field of law be limited to the protection of those values that are specific to the field in question in a narrow sense, or should the objectives be defined more broadly? Are there values that may be common to different fields of law? And is there a hierarchy, where some objectives or values are more a tool or proxy to protect other, more fundamental values? Framed against such general questions, this article may be seen as “inductive”. By focusing in detail on a specific case, namely on the notion of fairness in the context of the intersection between competition law and data protection law in digital markets, it may be able to offer also observations of a more general nature. Such general, systemic observations are, however, only tangential to the analytical legal positivist quest to scrutinise whether the notions of fairness in the two fields are overlapping, and if they may be interpreted in a coherent manner in assessing personal data related two-sided markets in the digital economy. Further, to the extent that differences can be detected, the article contains an exploratory investigation of how competition and data protection could possibly cross-fertilise each other’s notions of fairness within the common factual context of the digital economy.

Structure of the article

The article is structured as follows. After this introduction, the second section provides a more comprehensive analysis of fairness in the context of the general objectives of data protection law and competition law. After presenting fairness as a key value underlying EU data protection law, it subsequently juxtaposes fairness and welfare and provides a brief analysis of the interrelations between the two values as objectives of EU competition law. The third section embarks on the scrutiny of the way in which fairness features in the details of the specific provisions of two areas of law. It focuses first on the requirement of “fair data processing” as established in the EU secondary data protection legislation and in art.8 of the Charter. Then follows an analysis of art.102(a) TFEU. By drawing insights from the decisions of the Commission and the EU Courts, the section aims to establish possible interpretations of unfair trading conditions and of unfair prices under art.102(a) TFEU when evaluating competition in the digital, data-driven marketplace. Finally, the concluding part scrutinises the synergies between the conceptualisations of fairness in EU competition and data protection law. It is argued that, although limited conceptual coherence regarding fairness can be observed, there also remain more ambiguous and even

\textsuperscript{30} Press Release: IP/16/4284, “Mergers: Commission approves acquisition of LinkedIn by Microsoft, subject to conditions” (6 December 2016); Commission Decision of 6 December 2016 (Case COMP/M.8124-Microsoft/LinkedIn [2016] OJ C8404). In n.330 of the Decision, the Commission noted that the market investigation has revealed that “privacy is an important parameter of competition and driver of customer choice in the market for PSN [professional social network] services”.

\textsuperscript{31} Autorité de la concurrence and Bundeskartellamt, “Competition Law and Data” (10 May 2016), http://www.bundeskartellamt.de/SharedDocs/Publikation/DE/Berichte/Big%20Data%20Papier.pdf?__blob=publicationFile&v=2 [Accessed 15 February 2017].

contentious aspects to the interrelationship. The ambiguities call for further and increasingly co-ordinated actions by administrative and judicial authorities for the benefit of actors engaged with personal data in the digital market place.

**Fairness—a value and objective in EU data protection law and EU competition law?**

*Fairness as a value underlying EU data protection law*

The Data Protection Directive, which is still the key piece of secondary legislation at EU level, explicitly embraces the objective of an individual’s fundamental right to privacy with respect to the processing of personal data. The new GDPR formulates the objective in a modified way, specifying that it “protects fundamental rights and freedoms of natural persons and in particular their right to the protection of personal data”. The right to protection of personal data constitutes a fundamental right enshrined in art.8 of the Charter. It overlaps and is closely linked to the Charter’s right to respect for private and family life laid down in art.7.

As regards the conceptual underpinnings of EU data protection law, the tenets advanced in this context have been the broad concept of fairness, and the more narrow idea that the right to data protection seeks primarily to accord individuals an enhanced control over their data. These views seem to be affected by one’s acceptance or rejection of the significance of the right to informational self-determination. This right was initially, and rather influentially, formulated by the German Constitutional Court as,

> “the authority of the individual to decide himself, on the basis of the idea of self-determination, when and within what limits information about his private life should be communicated to others.”

Lynskey, for example, perceives data protection law from such a control-oriented viewpoint and argues that the right to self-determination, which contributes directly to the promotion of self-development and the individual’s right to personality, “remains a central tenet of the right to data protection”. Kranenborg observes, however, that the notion of informational self-determination “is not how data protection is generally considered in the Council of Europe and the EU”. He advocates a more comprehensive view, construed in terms of fairness. Fairness frames a vision of EU data protection rules constituting an “elaborated and conclusive system of checks and balances which ensures lawful processing of personal data”. As such, fairness supports and reflects other objectives of data protection, such as preventing power symmetries and striking the right balance between the rights and interests of data subjects and of data controllers, that the checks and balances also promote. The same view is adopted by Hustinx, the EU’s former European Data Protection Supervisor, who also refers to the system of checks and balances, and claims that the right to the protection of personal data is intended to guarantee a broader structural protection of individuals.

---

33 Directive 95/46 art.1(1).
34 GDPR art.1(2).
Fairness and the individual’s control of data are nevertheless not contradictory or mutually exclusive. The premise that fairness is a value that overarches EU data protection law does not preclude the assertion that individuals’ adequate control of data is also a key component of this field of law. To the contrary, the individual’s control seems to form a precondition for achieving fairness, while fair processing of data feeds into improved control. Fairness thus can be perceived as having the status of an overarching value in EU data protection law. This in turn implies that the rules and principles enshrined in the EU data protection legislation are constructed with the attainment of this final objective in mind.

**Conceptualisation of fairness as an objective in EU competition law**

In EU competition law, the concept of fairness can be discussed from a substantive and a procedural viewpoint. The discussion below demonstrates that in the substantive considerations, fairness figures as a foundation or an objective of competition law, but it is very rarely in a stand-alone role and its contents are not well defined.

The EU competition authorities, courts and the scholarship have, according to Lianos, considered as objectives of EU competition law economic welfare, market integration, the protection of consumers, fairness and the principle of the freedom to compete. Although these objectives may co-exist, welfare and economic efficiencies have become the prominent ones in guiding competition enforcement, which has triggered uncertainty as regards the treatment of the other values and their marginalisation. Indeed, the scholarship can currently be roughly divided into those who understand competition law to have one primary objective—(economic) welfare—and those to whom it has a plurality of objectives, of which fairness can be one.

Ahlborn and Padilla have divided competition law objectives into three groups, namely fairness, welfare and efficiency, and market integration. These authors advance a broad claim that “fairness goals” include “fairness, the protection of economic freedom, the protection of rivalry and the competitive process and the protection of small and medium-size firms”. The “fairness goals” were in their view incorporated into EU competition law from ordoliberalism, which understands competition as an open and dynamic system that promotes competitive rivalry between individual producers and freedom of choice for individual

---


consumers.\textsuperscript{48} Schweitzer, however, conceptualises fairness more narrowly and as distinct from the ordoliberal goal of protecting competition: “the insertion of fairness concerns in the design of competition rules was always strictly opposed by ordoliberals”.\textsuperscript{49} Irrespective of this disagreement, fairness concerns the process rather than the ultimate outcomes of competition.\textsuperscript{50}

The contents of the fairness objective remain relatively unclear, as it may encompass values as different as equality of opportunities, a fair distribution of outputs or of capabilities.\textsuperscript{51} Fairness can also be linked to welfare economics as a part of the distributive justice concerns, forming a consideration within the Social Welfare Function.\textsuperscript{52} The scholarship, however, often considers fairness and welfare as juxtaposed competition law objectives that are in a tense relationship. Ahlborn and Padilla have claimed that the positive “transition from the pursuit of fairness to a consumer welfare standard” has led to a situation where “a fairness-based antitrust rule will necessarily be pronounced inferior to a welfare-driven rule, unless both coincide”.\textsuperscript{53} Similarly, Kaplow and Shavell have critiqued the reliance on fairness in a broader context of social policies. They claim that the notion of fairness is detached from welfare considerations, in that evaluations based on fairness may include aspects other than an individual’s well-being, and in some cases completely disregard welfare considerations.\textsuperscript{54} Fairness considerations are not evaluative principles in their own right, but proxies that can assist in identifying legal rules that increase individuals’ well-being.\textsuperscript{55} This would imply that the pursuit of fairness in competition law is legitimate when it simultaneously increases (economic) consumer welfare.\textsuperscript{56}

A different approach can nevertheless also be adopted. In his commentary on the function and essence of fairness, Zimmer has rejected reducing competition law to the single objective of consumer welfare, and rather concentrated on the process of competition: “The law protects competition as such because it is deemed, by way of presumption, to have favourable effects of one sort or another.”\textsuperscript{57} Consequently, the “infrastructural” function of law is to lead to a set of rules that is fair and equitable in that it guarantees that legitimate expectations of different market actors are realised, which will in turn further “the aggregate


\textsuperscript{53} Ahlborn and Padilla, “From Fairness to Welfare” in European Competition Law Annual 2007 (2008), p.55. See also M. Motta, Competition Policy: Theory and Practice (Cambridge: Cambridge University Press, 2004), pp.25–26; Motta has noted that although the objective of fairness could collide with economic welfare objective, they are not always in contradiction as some practices could be both unfair and welfare detrimental.


\textsuperscript{55} Kaplow and Shavell, Fairness Versus Welfare (2002), p.44.


\textsuperscript{57} D. Zimmer, “On Fairness and Welfare: The Objectives of Competition Policy” in European Competition Law Annual 2007 (2008), p.106. See also GlaxoSmithKline Services Unlimited v Commission (C-501/06 P) EU:C:2009:610; [2010] 4 C.M.L.R. 2 at [63]. In relation to art.101 TFEU, the Court claimed that “Article 81 EC aims to protect not only the interests of competitors or of consumers, but also the structure of the market and, in so doing, competition as such”.

well-being of individuals”. Zimmer’s conceptualisation resonates with that of Nazzini, according to which fairness in competition law should be comprehended as having a formal function. Fairness relates to the process in which all market participants are given “equal opportunities to benefit from the market”. In his opinion “[a]n economic agent is unfairly prejudiced when he is harmed by anti-competitive behaviour”. Yet, also Nazzini has concluded that a free-standing concept of fairness cannot entirely define anti-competitive behaviour and that further criteria need to be identified. Motta, who has used the concept of fairness and equity interchangeably, has introduced a further distinction between ex ante equity implying equal initial opportunities of firms in the marketplace, and ex post equity representing equal outcomes of market competition. As competition law should ensure the existence of the level playing-field for all companies, he has claimed that only ex ante equity is consistent with competition policy.

These dilemmas pertaining to the competition law objectives of economic welfare and fairness are epitomised by the dynamics of the new digital market. The European Data Protection Supervisor has opined that the reach and dynamic growth in online offerings require the development of a new harm concept, reflective of violations of the right to data protection. Indeed, consumer detriment or harm that digital companies with market power can cause through their data-related conduct may be interpreted also in terms other than economic welfare stricto sensu. Such non-economic considerations that surface in the digital market include precisely the protection of data and privacy. Economic consumer welfare as the sole objective of EU competition law would rather result in the rejection of non-economic normative privacy considerations. From the US perspective, Ohlhausen and Okuliar have recently supported such a rejection and claimed that there are unnecessary risks in any attempts to unify the fields of competition and consumer protection law, in particular as regards the Internet economy. Such endeavors could undermine the recent consensus that has evolved in antitrust enforcement. The decision-making practice could drift from the thorough methodological approaches of last decades back towards the inclusion of subjective non-competition elements. These authors consider competition law to offer “at best a convoluted and indirect approach to protecting people’s expectations of privacy online”.

To conclude, the analysis in this section illustrates how fairness is referred to in both data protection and competition law as a general objective. There remain vagueness and inherent differences in how this objective is conceptualised, although some similarities also come forth: the aim of fairness in EU competition law may offer an example of indirect protection of personal data and privacy. This may particularly be the case in markets where privacy and data protection constitute the parameters of competition. It can be assumed that, whenever this is the case, ensuring fairness for different market participants would result in the development of privacy-friendly products and services, and hence lead to favourable outcomes for consumers. The commonalities may seem even broader for those who share the

63 EDPS, “Preliminary Opinion of the European Data Protection Supervisor, Privacy and competitiveness in the age of big data” (March 2014), p.32.
contested views that competition law is not limited to promoting economic welfare, but may also pursue non-economic objectives.

**Fairness in substantive EU data protection law—“fair data processing”**

Fairness, apart from featuring in the more general discussions on the core values of EU data protection law, is also explicitly referred to in the legal instruments of the Union. Fairness is enshrined in art.8 of the Charter and in the secondary legislation. Article 6(1)(a) of the Data Protection Directive, which is in the section expressly containing the “Principles relating to data quality”, states that Member States shall provide that data must be processed fairly and lawfully. The GDPR also features fairness of data processing as one of its basic principles referred to in art.5(1)(a). By analysing these specific legal provisions, the discussion can be narrowed down to more concrete and tangible points on the expressions of fairness in EU data protection law.

**Provision of information to the data subject**

To clarify the relatively broad requirement of data to be processed fairly, Recital 38 of the Data Protection Directive stipulates that for,

> “the processing of data to be fair, the data subject must be in a position to learn of the existence of a processing operation and, where data are collected from him, must be given accurate and full information, bearing in mind the circumstances of the collection.”

The detailed list of what such accurate and full information may represent, and what therefore can be considered a prerequisite for achieving fairness under EU law, is presented in art.10 of the Directive. The list includes the controller’s identity, the purposes of the processing, as well as “any further information” necessary to guarantee fairness, such as the recipients or categories of recipients of the data, whether the data subject’s answers to questions regarding him/her are voluntary, and the consequences of failing to reply such questions. Fairness can therefore be determined as one of the essential concepts enshrined in the EU Data Protection Directive.

The EU is in the process of finalising its reform of data protection law. The objective of the EU is to “strengthen online privacy rights and boost Europe’s digital economy”. The update concerns precisely the way in which the rapid technological developments have allowed companies to make use of personal data in unprecedented and dramatically increased ways, hence potentially threatening the protection of personal information. The GDPR thus represents “an evolution of the existing EU model” and intends to guarantee a higher level of protection. Fairness of data processing is referred to alongside lawfulness and transparency in art.5(1)(a). Recital 39 of the GDPR provides additional elucidation that fair and transparent processing imposes on the controller the obligation to provide, among others, information concerning the purposes of the processing and the identity of the controller. It furthermore stipulates that “the specific purposes for which personal data are processed should be explicit and legitimate and determined at the time of the collection of personal data.” It needs to be noted that, unlike the Data Protection Directive, the GDPR treats fairness and transparency as two separate requirements. Hence,

---

67 Directive 95/46, Recital 38.  
69 GDPR, Recitals 6 and 7.  
under the Regulation fairness should be comprehended as embracing more than, or something different from, transparency in the provision of information to the users of digital services.\textsuperscript{71}

\textit{Fairness and the requirement of consent}

As explained in the previous section, the interpretation of the principle of fair data processing relates essentially to the requirement to provide information about the processing to the data subject. Consequently, fair processing of data can be linked to the requirement of a company to obtain from a data subject a valid consent, which needs to be specific, informed and freely given.\textsuperscript{72} Consent of the data subject is one of the essential legal bases for the conclusion of data processing transactions between data-based companies and digital users, and hence a criterion for legitimising such operations in EU data protection law.\textsuperscript{73} Consent is defined in the Data Protection Directive as any indication of wishes through which “the data subject signifies his agreement to personal data relating to him being processed”.\textsuperscript{74} It is a requirement separate from the obligation to provide information. As observed by Borgesius, “[o]btaining data subject consent must be distinguished from data protection law’s requirements regarding information to be given to the data subject”,\textsuperscript{75} since a data controller cannot obtain consent merely by providing information about the processing.

The principle of fairness is relevant when considering the requirement of \textit{informed} consent, which stipulates that the user is to be provided with a proper amount of information of relevant quality about the conditions that he is agreeing to.\textsuperscript{76} Although the provision of information has its own value relating to fairness of data processing as explained in the previous section, it is also a dimension of consent. Such transparency “is not enough to legitimize the processing of personal data, but it is an essential condition in ensuring that consent is valid”.\textsuperscript{77} It is acknowledged that the factors rendering information appropriate are the quality of information, i.e. that it is understandable and conspicuous, as well as its accessibility and visibility.\textsuperscript{78} Kuner has noted that if the standard terms and conditions that the user is supposed to accept and consent to are presented in a way that does not give him “a reasonable opportunity to review and understand them before accepting”, for instance on account of their length or lack of transparency, the consent may be invalid.\textsuperscript{79}

A slightly broader interpretation of fairness may be observed in the UK Data Protection Act. The Act stipulates that in establishing fairness of data processing, it is necessary to consider the method used to obtain personal data. It is particularly important to assess whether individuals are deceived or misled with respect to the purpose or purposes of data collection.\textsuperscript{80} Interestingly, in this context, the European Data Protection Supervisor in the opinion issued in March 2014 draws parallels between the individual’s right to be provided with information concerning data processing “in an intelligible form” and “misleading.

\begin{footnotesize}
\textsuperscript{71} W. Maxwell, “Principles-based Regulation of Personal Data: the Case of Fair Processing” (2015) 5 International Data Privacy Law 205, 208.
\textsuperscript{72} Directive 95/46 arts 2(h) and 7(a).
\textsuperscript{73} Directive 95/46 art.7(a); Article 29 Data Protection Working Party, “Opinion 15/2011 on the definition of consent” (13 July 2011), p.4.
\textsuperscript{74} Directive 95/46 art.2(h).
\end{footnotesize}
omissions”61 introduced in art.7 of the Unfair Commercial Practices Directive.62 According to the latter, the practice is misleading, and thus unfair, if “it omits material information that the average consumer needs, according to the context, to take an informed transactional decision”, or if the company “hides or provides in an unclear, unintelligible, ambiguous or untimely manner such material information”.

Another way in which the validity of the consent may be relevant in the broader construction of fairness in EU data protection law is the requirement that consent be freely given. The essence of this precondition is that freedom of choice should not be compromised through, for example, “deception, intimidation, coercion or significant negative consequences if he/she does not consent”.63 Freedom of choice relates to the notion of imbalance of power and unequal bargaining power which are directly recognised in the GDPR:

“[C]onsent should not provide a valid legal ground for the processing of personal data in a specific case where there is a clear imbalance between the data subject and the controller.”64

As argued by Maxwell, the way in which fairness will be construed in EU data protection law is likely to be influenced by the interpretation of this concept in European consumer protection law.65 It brings to the fore considerations of good faith and “significant imbalance in the rights and obligations of the parties”.66

This section’s analysis of the provisions on “fair data processing” interpretation leads to the conclusion that fairness can be associated with the requirement to provide information to data subjects on, among others, the identity of a data controller, the existence and purposes of processing. There also exist evident connections between fairness in the processing of data and the obligation of the companies to obtain the consent of digital users.67 The conduct of digital companies that may compromise fairness, and hence harm final users in terms of data protection, can entail ambiguity or a lack of transparency, yet is not limited to that. It may also be conceptualised in a broader manner as a means to assess the misleading or deceptive nature of behaviour or of coercion in an asymmetric power-relationship. The following section aims to explore the meaning of fairness in competition law, and more specifically in art.102(a) TFEU. This will subsequently lead us to identify possible synergies in the conceptualisations of fairness between the two fields of data protection and competition.

**Fairness in substantive EU competition law—abuse of dominant position**

Besides fairness in terms of the process of competition, which was discussed in the section on fairness in the context of the objectives of EU competition law, the second dimension of the concept is fairness towards consumers.68 Along these lines, Gerber has conceptualised fairness as a two-dimensional concept that encompasses horizontal and vertical aspects,69 the latter implying fairness towards trading partners.
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or final consumers. Parret has made a similar observation in that “[f]airness can come in when competition law protects competitors, the customers or the consumers”.

The article focuses within competition law on art.102(a) TFEU, where fairness is expressly referred to. Article 102(a) introduces a prohibition to “directly or indirectly impos[e] unfair purchase or selling prices or other unfair trading conditions”, which are classified as exploitative abuses. Exploitative behaviour entails causing direct harm to consumers, in distinction from exclusionary conduct through which companies intend to “exclude rivals from making an effective challenge to its dominant position” and in effect harm consumers indirectly. Despite the explicit reference to fairness towards consumers in art.102(a) TFEU, its conceptualisation and the debate on the factors that need to be evaluated to determine behaviour as fair or unfair is underdeveloped, or at least unsystematic. Those types of abuses that harm the consumer directly have until very recently received limited attention in EU competition law, as is apparent from the scarcity of cases. The Commission has not provided any official statements to clarify the situation in this respect, either, and has focused its Guidance on art.102 enforcement priorities almost entirely on exclusionary abuses. Some authors advocate that exploitative abuses should only be referred to in exceptional circumstances. They give as examples situations where entry barriers are very high and cannot be eliminated, or when certain conduct results in exclusionary effects simultaneously with exploitative effects.

The speech on exploitative abuses given by Commissioner Vestager in November 2016 constitutes an important evolution in this respect. While competition authorities protect consumers indirectly by keeping market structures competitive, the Commissioner highlighted that they are also “bound to come across cases … where dominant businesses are exploiting their customers, by charging excessive prices or imposing unfair terms”. The prohibition of unfair conduct towards consumers enshrined in art.102(a) has recently in particular become part of the discussions on the application of EU competition law to the digital companies processing personal data. This may have been inspired by competition law developments at the national level. The recent announcement by the Bundeskartellamt that it has initiated proceedings against Facebook on the suspicion of abuse of dominant position indicates the pertinence of a more comprehensive legal delineation of fairness under art.102 TFEU: the authority’s statement maintains that “Facebook’s use of unlawful terms and conditions could represent an abusive imposition of unfair conditions on users”. Thus, the subsequent analysis attempts to establish whether the concept of fairness could be used as a standard for defining competitive harms.

93 Emphasis added.
100 M. Vestager, “Protecting consumers from exploitation”, Brussels Chillin’ Competition Conference (21 November 2016).
Fairness of trading conditions

Case law

There are only few instances in which unfair trading conditions have been mentioned in the decisions of the Commission and the EU Courts. Although these interpretations of anti-competitive trading conditions have been criticised for their vagueness and imprecision, they deserve a brief analysis before addressing fairness of companies’ conduct in the online market more specifically. This section thus aims to extract the values and notions through which the Commission and the Courts have analysed fairness in varying factual circumstances.

One of the first instances where the Court interpreted unfair trading conditions was the SABAM decision concerning copyright. The Court associated fairness with the notion of “necessity”, even in its stringent form of “absolute necessity”. It ruled that trading conditions are unfair when a dominant company exploiting copyrights “imposes on its members obligations which are not absolutely necessary for the attainment of its object” since it undermines their freedom to exercise copyright. This interpretation was applied by the Commission in the GEMA case, in which it claimed that,

“in an examination of a collecting society’s statutes in the light of the Treaty competition rules, the decisive factor is whether they exceed the limits absolutely necessary for effective protection (indispensability test) and whether they limit the individual copyright holder’s freedom to dispose of his work no more than need be (equity).”

The preliminary reference case, Alsatel, determined that contractual practices concerning the unilateral fixation of the prices of supplements through contract modifications, as well as automatic renewals of contracts for a 15-year term, might amount to unfair trading conditions. In this case, the factors of unfairness in the meaning of art. 102 TFEU can be defined broadly as “oppressiveness and one-sidedness of the contract for the consumer”.

In Duales System Deutschland (DSD), the Commission decided that DSD, which owned the recycling trade mark GREEN DOT, abused its dominance by applying unfair trading conditions in the market for sales packaging waste in Germany. The Commission substantiated its decision essentially by pointing out that the licence fee was imposed on the customers of DSD irrespective of whether or not they used the company’s waste recovery services. Fairness is again linked to the necessity of the clauses in terms of the object of DSD’s licensing contract. The Commission explicitly stated, furthermore, that “unfair commercial terms exist where an undertaking in a dominant position fails to comply with the principle of
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104 SABAM (127/73) EU:C:1974:25 at [15].
proportionality". It referred to the United Brands case, where the ECJ ruled that a dominant company acts in contradiction to the principle of proportionality when it refuses to continue supplies to its customer on account of the latter’s participation in the advertising campaign of the dominant company’s competitor. The Court explained that such a “counter-attack” by a dominant company could be acceptable only if it were “proportionate to the threat taking into account the economic strength of the undertakings confronting each other”. Fairness is in both the DSD and United Brands decisions thus understood “in the sense that the interests of the contracting parties are balanced" in a vertical relationship.

Finally, one of the aspects examined in the Michelin II decision concerned the fact that dealers “were forced to enter into quantitative commitments to Michelin … before they had even received the quantity rebates for the previous year”. The Commission considered that this practice was unfair not only because of the weak psychological position of the dealers in the negotiation process, but also because the dealers were unable to reliably estimate their cost prices and therefore could not freely decide on their business strategy. Furthermore, the Commission also classified a bonus programme introduced by Michelin as unfair. Although the programme was presented as being based on an agreement, it actually constituted “a requirement unilaterally imposed by the manufacturer to increase purchases of Michelin tyres on the market”.

It can be inferred from the case law on fairness that this concept has in the context of trading conditions been understood thus far as representing a set of values or factors rather than a single determining quality. As observed by Akman, fairness has been applied as “an umbrella notion” that is also dependent on the contextual circumstances of a particular case. The notions through which the EU authorities have aimed to define fairness of market conduct have so far been absolute necessity, one-sidedness, equality, proportionality, balance of interests, transparency, objectivity and certainty. Despite these attempts to provide definitional clarity, Akman has highlighted that “the underlying question of what is meant by ‘(un)fairness’ under Article 102 is left unanswered” and “the content of the concept is left vacuous”.

Fairness of “personal data trading conditions” in the digital sector

In the digital marketplace the relationships between companies processing data and digital consumers who surrender their data have certain peculiarities when compared with the more traditional contractual relations discussed above. The preliminary question that arises is whether the relations that underlie the business model concentrated on profiling and advertising may be interpreted as trading conditions within the meaning of art.102(a). The economic value of personal data in the digital setting is the primary incentive for companies to enter into transactions with digital users, and the conditions determining such transactions are stipulated in the privacy policies and practices that usually require users’ consent. Although there is no consensus on whether the provision of services in exchange for consent regarding data processing
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creates in fact a contractual relationship, these digital exchanges are unquestionably commercial in nature. Solove argues that “under the market approach, this practice can be justified as an information trade”. Accordingly, the conditions through which online companies engage in data processing could be classified as trading conditions, and, although potentially not purely contractual, may be examined under art.102 nonetheless.

The next phase of the analysis is to determine the meaning of fairness with respect to “personal data trading conditions” in competition law. As explained above, the EU Courts and the Commission have constructed fairness through the concepts of transparency, absolute necessity, one-sidedness, equality, proportionality, balance of interests of contracting parties, oppressiveness, objectivity and certainty. The analysis below relies on some of these notions in an attempt to establish the meaning of fairness of trading conditions in the online market under art.102(a) TFEU. Reference is also made to data protection law principles and conceptualisations.

First, regarding the concept of transparency, it may be argued that a company processing data can be condemned on the basis of fairness of trading conditions under art.102(a) TFEU where it provides unclear, or even misleading or deceptive information about data-related conditions for using a service. Similar reasoning can be found in the statement published by Bundeskartellamt. It has indicated that the terms of service formulated in a way that it is difficult for consumers to understand and evaluate data collection conditions could be problematic under competition law. The scholarship observes that in fact art.102 TFEU does not contain an outright prohibition of “dishonest or misleading conduct through fraud”. Yet, it notes that “a general prohibition may be inferred from the recognition of the character of unfairness of other trading conditions as any type of dishonest or unfair business strategy broadly defined.” Such a conceptualisation of fairness in competition law would align with the understanding of the data protection law provision requiring “fair data processing”. As explained in the section “Fairness—a value and objective in EU data protection law and EU competition law?” above, this principle is primarily concerned about the provision of information to consumers as well as the prohibition of misleading or deceptive practices.

However, what should be the threshold triggering such competition law liability? Valuable insights may be derived from the AstraZeneca case, in which the EU Court of Justice decided that the company’s notification of misleading information to patent offices with the intention of maintaining its monopoly violated art.102. Following the Court’s reasoning, a company’s conduct does not need to result from a position of economic strength to be classified as an abuse of dominance. Hence, no causal link needs to be shown. Although the case concerns an exclusionary rather than exploitative abuse, it may provide
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suggestions as regards the benchmarks for competition liability. The ECJ emphasised that a dominant undertaking does not have to be infallible and that not “each objectively wrong representation made by such an undertaking” constitutes abuse of its position.\textsuperscript{127} The ECJ, however, decided that AstraZeneca’s conduct was incompatible with competition on the merits and its special responsibility because it was consistent and linear, highly misleading, featuring a manifest lack of transparency, and deliberate.\textsuperscript{128} The transposition of these liability conditions to data-related market practices would suggest that a digital company with market power behaves unfairly, and therefore exploits consumers and violates art.102(a) TFEU, if it deliberately, consistently and manifestly employs a misleading strategy with regard to data processing practices. Consumer harm could be constructed through the deterioration in the quality of a service, which such market conduct would cause.

Secondly, the fairness of data-related trading conditions understood in terms of proportionality and necessity deserves to be considered. In both the SABAM and GEMA decisions, fairness was considered compromised when dominant undertakings imposed requirements that were not necessary in relation to the objectives they sought to attain. Proportionality and absolute necessity may thus place limits on what types and how much data a company can collect and process in light of the purpose of their collection. Such an interpretation manifests similarities to the concept of data minimisation, which constitutes one of the essential principles both in the Data Protection Directive and in the GDPR. Whereas art.6(1)(c) of the Directive stipulates that in line with this principle data must be “adequate, relevant and not excessive in relation to the purposes for which they are collected and/or further processed”, the GDPR establishes a more restrictive requirement, providing in art.5(1)(c) that personal data should be “limited to what is necessary in relation to the purposes for which they are processed”. It needs to be highlighted, however, that in this context the notion of fairness pertaining to trading conditions in competition law art.102(a) would not correspond to the meaning of fairness in the data protection principle of “fair data processing”. Data minimisation and fair data processing constitute in data protection law two different principles establishing separate requirements for data controllers. The notion of necessity has been also introduced in art.7(4) of the new GDPR in the context of freely given consent. The GDPR requires that the provision of a service is not made conditional on consent to the processing of data that is in fact not necessary for the contract between the parties.\textsuperscript{129} The collection and processing of information thus need to be proportionate, even necessary, to the provision of the purchased service. This GDPR provision is similar to the “bundling prohibition” (Koppelungsverbot) in the German Federal Data Protection Act,\textsuperscript{130} which ultimately originates from the German law on unfair competition and competition law.\textsuperscript{131}

Finally, the conceptualisation of fairness through the notions of one-sidedness and oppressiveness in competition law is more debatable. In the context of data processing, Manteler argues that there are indeed substantial limitations to users’ self-determination. He notes that not only do the data controllers present information about data processing in privacy policies that are long, vague and subject to change, but also because of the presence of few big market players (Facebook, Google, Twitter) and high concentration of online services, users must accept conditions offered by such companies so as not to lose the opportunities that the Internet services provide.\textsuperscript{132} The oppression created by dominant players is exacerbated in two-sided markets owing to network effects. Also, Schwartz observes that negotiations in the privacy market may be unfeasible due to data collectors’ bargaining power and ability to influence
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the playing field that individual decisions are determined by. Yet, it needs to be emphasised that art.102 TFEU prohibits the abuse of market power, not market power itself. As noted by the Court, “a finding that an undertaking has a dominant position is not in itself a recrimination”.

Accordingly, the argument that a digital company violates art.102 TFEU simply because it has greater bargaining power and its conduct is one-sided would be very difficult to substantiate under EU competition law. Economic strength entails a special responsibility on the part of a company to ensure that its conduct does not impair competition, but it does not affect its business freedom to unilaterally set fair and non-exploitative terms of the bargain, such as prices and trading conditions. Insofar as such terms are substantively fair, the aspects relating to the abilities of consumers to negotiate seem to be of limited relevance in establishing an abusive conduct under art.102 TFEU. Yet, if such one-sided conduct amounts to drastic breaches of fairness standards in terms of data protection, the arguments might bear more weight.

The analysis suggests that consumer detriment identified through the concept of fairness of digital trading conditions under art.102 TFEU can be linked at the initial stage of data processing to the notions of transparency, and misleading or deceptive behaviour. Additionally, fairness can, through the requirement of (absolute) necessity and proportionality, be evoked as regards the types and amounts of data collected by the digital companies for specified purposes. Notwithstanding these possible conceptualisations of fairness of trading conditions, there is, however, a caveat relating to this type of exploitative abuse. It would imply departing from the established case law and moving towards an “open-ended” or “nebulous” notion of abuse, thereby broadening the scope of art.102. Additionally, as competition law authorities may not be best placed to assess market practices relating to the use of personal data, enhanced co-operation between competition and data protection authorities would need to be envisaged. The EDPS, for example, has proposed to facilitate the creation of a Digital Clearing House, which “would be a voluntary network of contact points in regulatory authorities at national and EU level who are responsible for regulation of the digital sector.”

Unfair prices under Article 102(a) TFEU

Excessive prices under EU competition law

Besides unfair trading conditions, the wording of art.102(a) TFEU covers also abuses of a dominant position that consist of “directly or indirectly imposing unfair purchase or selling prices”. The notion of unfair prices has been interpreted in EU law as excessive prices. Excessive pricing is, however, an abuse that is difficult to prosecute. The difficulty relates to the complexity of distinguishing between high, yet still tolerable, and unreasonably high prices. Put differently, the dilemma pertains to the methods employed to discern and prove an excessive price.

135 R. O’Donoghue, “The Death of the Theory of Everything Under Article 102?” Global Competition Law Centre Conference (Brussels, February 2016). O’Donoghue indicated the cases relating to Google, Slovak Telecom and Pay for Delay as examples of moving towards open-ended notion of abuse.
To provide guidance, the Court specified in the *United Brands* judgment that a company does not comply with EU competition law if it is “charging a price which is excessive because it has no reasonable relation to the economic value of a product supplied”. The Court put forward two cumulative conditions to classify a price as excessive, which were subsequently followed by the Commission in the *Port of Helsingborg* decision: 

“whether the difference between the costs actually incurred and the price actually charged is excessive and, if the answer to this question is in the affirmative, to consider whether a price has been imposed which is either unfair in itself or when compared to competing products.”

Unfair “data prices” in the digital market

Rochet and Tirole argued in their pioneering article that the crux of two-sided markets is that it is not only the price level of the products that is decisive, but predominantly the price structure. The price structure of a market, i.e. which side is subsidised, is dependent on the size of indirect network effects and the cross-price elasticities between the two sides. The economic theory thus establishes that a two-sided platform offers services and products “below average variable cost, below marginal cost, or even below zero” on a subsidy side and recoups its losses on a paid side of the market. In other words, the cross-market network externality benefits as mediated by the elasticities needed to outweigh the losses. Only one side of the market can be rationally discounted at a time. The profits of a two-sided platform and the volume of transactions more generally thus depend on the decomposition of the prices between the two sides, not only on the prices independently. Thus, Parker and Van Alstyne claim that the product coupling across two-sided markets can increase consumer welfare at the same time as it boosts the company’s bottom line. The definition of an optimal price structure is at the core of a successful business strategy for a platform.

These economic features need to be incorporated into competition analyses of potentially unfair pricing strategies in order to reach sound conclusions. This is so specifically when confronted with allegations of one-sided predation on the subsidised market side and/or excessive pricing on the paid side. Accordingly, while evaluating pricing on the subsidised market side, a “presumption that below-cost pricing by two-sided platforms is anticompetitive is simply not valid”, as firms have a prospect to recoup the (predatory) losses. Correspondingly, high prices can emerge in stable market equilibrium on the paid side of the market, yet should not be classified as excessive under the assumption that there are corresponding below-costs prices on the other side.

Competition law evaluations of pricing strategies on the free market side may, however, need to be reconsidered in the digital environment if one assumes that data is a currency and transactions in the online
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marketplace are performed in exchange for data. Auer and Petit note that in two-sided markets where there is a free service on the subsidy side, users often pay a “hidden, non-monetary price” in the form of giving away personal data.

In a similar fashion, Gebicka and Heinemann claim that the character of the remuneration for social media services is not monetary, but rather the consumer surrenders her attention and personal data in exchange for a service. Consequently, “an undue increase in the use of personal data” or “an unreasonable expansion of the data use policy” could be paralleled with price exploitation. Indeed, personal data have become a crucial intangible asset for companies. As Vestager argues, they are “the new currency of the Internet”. Possible art.102 TFEU violations pertaining to excessive pricing on the allegedly free market side merit examination, and the analysis needs to factor personal data into price exploitation.

The first stage of the unfair pricing test delineated by the CJEU in the United Brands judgment entails performing price-costs comparisons to verify whether the price is excessive. To evaluate the fairness of “data prices” under art.102 TFEU, we first need to establish the monetary price of personal data on the subsidised side of the market. In this respect, the methodologies envisaged in the OECD report Exploring the Economics of Personal Data appear insightful. In particular, the methodology based on market valuation can prove to be helpful. It stipulates that the value of personal data can be estimated, for example, by analysing “the financial results of a company such as market capitalization, revenues and net income on a per-user or per-record basis”. Another indicator of market valuation is the market price for data, delineated as a “price per data entry offered on the market by data brokers”, who often mediate business transactions between data collectors and advertisers. Once the monetary value of personal data has been analysed against the costs of providing digital goods or services, competition assessments need to determine whether the difference is excessive, and indicates an anti-competitive price exploitation of consumers.

Moving to the second prong of the United Brands fairness test, the price will need to be either “unfair in itself or when compared with competing products” to constitute an infringement. Unfairness “in itself” would require the specification of what the notions of “undue” or “unreasonable” collection of data connote. Referring once more to the OECD, the exploitation threshold could be estimated through individual valuations of personal data and privacy as revealed in surveys and economic experiments. They would establish the amount of money that should be offered to individuals for disclosing personal data or the price that they would be willing to pay to have their data protected from disclosure. In the alternative, the fairness of “data prices” charged by a dominant company could be established by making comparisons

153 OECD, Exploring the Economics of Personal Data (2013).
156 EDPS, “Preliminary Opinion of the European Data Protection Supervisor, Privacy and competitiveness in the age of big data” (March 2014), pp.10–11.
with the prices imposed on digital users by competing undertakings, i.e. the amount of personal data that are collected and processed by a similar digital service.

There may thus be methods to satisfy the analytical requirements of the United Brands excessive pricing test in the context of art.102 TFEU, even if the test obviously has also inherent limitations. Because it does not determine what “excessive” is, nor the ratio between the costs and price that is excessive, it does not by itself establish a clear definition of fairness. The second prong of the test on whether the price is unfair in itself or when compared with competing products remains admittedly subjective. In the digital market, similar issues may arise. Referring, for example, to individual valuations of privacy while estimating anti-competitive price excess may be equally subjective and can therefore trigger concerns pertaining to legal certainty and the clarity of the standard of proof.

**Comparative analysis of fairness in data protection and competition law**

*Fairness as an overarching objective*

On the general level, the analysis has revealed that fairness is a value that both data protection and competition law undertake to protect. In EU data protection law, fairness can be comprehended as the basis of its system of checks and balances to protect the consumer. The narrower concept of data control and the individual’s right to self-determination complement fairness as the basis of data protection law. A similar teleological bifurcation characterises EU competition law. Consumer welfare and efficiency have become the prevalent objectives and have pushed other aims, including fairness, to the background. Fairness is usually referred to indirectly as a notion signifying the need to protect the process of competition in the Union.

Thus, although both fields make reference to the overarching objective of fairness and are ultimately concerned about the protection of individuals’ interests, the contents of the objectives are not fully coherent. The divergences, in other words, work against the hypothesis that, as things currently stand, the two fields of law could constitute a systemically coherent whole.

*Fairness in the central legal provisions*

On a more concrete level, fairness appears in the central constitutional passages of both data protection and competition law. The competition law, art.102(a) TFEU, prohibits the imposition of “unfair prices” and “unfair trading conditions” by companies in a dominant market position, while art.8 of the EU Charter of Fundamental Rights establishes that personal data must be processed “fairly”. The principle of fair data processing is additionally enshrined in secondary data protection legislation, namely in art.6 of the Data Protection Directive and in art.5 of the General Data Protection Regulation. The analysis then aimed to establish commonalities between the, admittedly rather vague, definitional elucidations of fairness in these concrete provisions.

The proxies of fairness in data protection terms included transparency and the provision of accurate and full information to consumers concerning data processing operations. Fairness could also be linked to the obligation of companies to obtain the consent of digital users. These notions of fairness could
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complement competition law by providing insights into defining “unfair trading conditions” in the analysis of abuse of dominance in the digital marketplace. Interpretations in data protection could be useful for EU competition law, in particular because the doctrine on abuses enshrined in art.102(a) TFEU is underdeveloped. A data protection perspective could in other words be informative in defining consumer harm more precisely, where non-transparent, misleading or deceptive conduct constitutes exploitation of consumers under art.102(a) TFEU.

The normative content of fairness in the competition law context of art.102(a) is not necessarily limited, however, to the non-transparent, misleading or deceptive practices of market operators. It can be understood as an umbrella concept that is dependent on the contextual circumstances. The fairness of trading conditions in competition law could for example possibly be interpreted through the related concepts of proportionality and (absolute) necessity, as applied to data processing. Similarly, the prohibition of unfair prices, which can in the digital context harm consumers in the non-economic form of excessive “data prices”, might also be effectively linked to the necessity and proportionality concepts. This would imply an understanding of fairness that is coherent with, but more comprehensive, than what the principle of “fair data processing” in art.6 of the Data Protection Directive and art.5 of the GDPR cover. Proportionality and necessity in competition law could then find their counterparts in the data protection principle of data minimisation. Data minimisation imposes the obligation on a data controller to limit personal data collection to what is adequate, relevant and necessary in relation to a specified objective.

To summarise, it is possible to identify occasional commonalities regarding the notion of fairness in the specific provisions of EU data protection and competition law provisions. There is thus some limited scope for mutually beneficial interpretations across the two fields. Yet in more general terms, the range of interpretations of “fairness” in the various practical, data protection related contexts, appears wide indeed. The notion is characterised by a considerable degree of legal indeterminacy. The hypothesis regarding the commonality and coherence of the elements of fairness in the specific provisions of data protection and competition law does not hold for a large part.

Conclusions—fairness as a limited means to increase coherence between EU competition law and data protection law

The objective of this article was to analyse the common assertion that the approaches to the processing of personal data in the fields of EU competition law and data protection are incompatible, or at least clearly distinct. The assertion of incompatibility was tested through the hypothesis that there are, in fact, common and coherent elements between the two fields. The methodological approach of the analysis was conceptual, focusing on the notion of fairness. The hypothesis was formulated on the basis of the fact that fairness figures explicitly in both competition and data protection law in defining infringements, and that EU law in general terms is subordinate to the principle of coherence.

To test its hypothesis, the article first identified the normative content of fairness in the primary, secondary and case law applicable to these two fields. It then explored whether there is conceptual coherence in relation to fairness in such findings. Coherence would display itself as increased systemic synergy and positive connections between several factors within the fields. This would offer a useful standard for compatible, potentially even combined, legal assessments. Conceptual and teleological coherence in the

approaches would thus have the potential to increase the predictability of the decisions, and to thereby improve legal certainty for the actors operating in the digital economy.

Nevertheless, the hypothesis regarding the commonality and coherence in the application of the notion of fairness could be verified only to some extent. The findings on the concrete fairness-related provisions of data protection and abuse of dominant position were analogous with the observations on fairness as an overarching objective across the two fields. Under the current state of law and decision-making practice on both sides, the analytical positivist scrutiny revealed only limited commonalities and coherence.

There is, however, clear potential for the commonalities and coherence across the fields to evolve, both from practical and theoretical perspectives. Fairness would promote in both fields the willingness of individuals to engage in market operations. The current void between data protection and competition law diminishes through cases such as the Bundeskartellamt’s Facebook case. The impreciseness of fairness is in this sense an advantage in that it renders the concept adaptable to changing contexts. The legislator, the administrators in each field, and ultimately the judiciary are able to provide for more definitional clarity, so as to enhance legal certainty on the scope of (in)appropriate actions in the digital environment. A concrete way to proceed in such path could be to create a common, systematically structured and searchable repository of policy documents, in particular administrative and judicial decisions, from both fields. The repository could reside within the proposed Digital Clearing House, and its management could be assigned to—and optimally shared by—experts from both fields. The advantages would not be limited to the confines of the present article, i.e. the usage of individual core concepts such as fairness or the issue of abuse of dominant position. It could overcome the initial threshold that the involved decision-makers are simply not aware of the relevant actions taken in the adjacent field more generally speaking, nor of other institutions and persons with the accumulated expertise. Facilitated awareness-raising could lead to more positive interaction and concrete collaborative efforts across the fields. If successful, this strategy could start moving the state of play from the “deliberate isolation” of the two fields of law towards that of “constructive coherence”. The development would reflect a more holistic view of competition law, seemingly endorsed by the Lisbon Treaty, that seeks to incorporate multiple public policy concerns. With such a pluralistic ethos, there would thus seem to be prospects even for further exploring the commonalities across other interlinked fields of the digital economy, such as consumer protection and copyright law.